**INDUSTRIAL PRACTICE SCHOOL: K. L. UNIVERSITY**

**M.TECH PROGRAM**

**FORTNIGHTLY PROGRESS REPORT (PS 1, A.Y. 2019-20)**

**Fortnightly Report No: 7**

**Date: 02/11/2019**

The Andhra web tirumala,epanta,rsma application has been audited and shared report with the department

Gathered information about the paper publishing and gathering the different papers from different Journals of IEEE, SCOPUS, science Direct, pub med etc.Starting the writing of paper by gathering the information from all the journals

The paper has been started writing and abstract and introduction has completed.

Particapited in the The national hacktion hackquest 4.0 conduted by the tcs

Planning for Up Coming fortnightly report:

Learning the new vulnerabilities and get information about how to perform the network audit.
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**Date: 16/11/2019**

The Andhra web ports application has been audited and shared report with the department

The network audit tools is learned and also learned how to work with tools like nessus,nexpose and the high level vunlerabilites is also learned.

The demo application has almost completed and all the features has been enabled. And also tries to embedded all the web applications vulnerabilitiesand also selected in tcs hack qest 4.0 round 1 and preaping for tcs hackquest round 2